Administratively Controlled Information

NISN APPLICATION ACCESS REQUEST


Accounts are for the sole use of the owner listed below.  NO group use of accounts is allowed.

	SECTION 1:

USER INFORMATION

ALL fields in this section MUST be completed by the requestor before submission!

	1. Account Type

	NASA Employee   FORMCHECKBOX 

	Contractor   FORMCHECKBOX 

	NASA/Contractor Customer   FORMCHECKBOX 

	Vendor   FORMCHECKBOX 


	2. Date:
	3. USER NAME(First, Middle Initial, Last)

	
	

	4. Existing User ID:
	5. E-Mail Address

	
	

	6. Phone Number:
	7. IP  Address (If outside nasa.gov domain)

	
	

	8. Employer/Company:
	9. Location (Country, State, Site, City, Building, Room)

	
	


	10. Citizenship:
	11. NASA Contact Name and Phone:

	US Citizen  FORMCHECKBOX 
  Foreign National  FORMCHECKBOX 

	     

	12. Password Phrase (to validate identity):

	

	13. Password Phrase Hint: 

	

	14. Justification:  

	User Acknowledgement of Responsibility Statement:

Unauthorized use of the computer accounts and computer resources to which I am granted access is a violation of Section 799, Title 18, U.S. Code; constitutes theft; and is punishable by law.  I understand that I am the only individual to access these accounts and will not knowingly permit access by others.  I understand that my misuse of assigned accounts and my accessing others’ accounts without authorization is not allowed.  I understand that this/these system(s) and resources are subject to monitoring and recording.  I further understand that failure to abide by these provisions may constitute grounds for termination of access privileges, administrative action, and/or civil or criminal prosecution.
Furthermore I understand that I am responsible for the security of assigned UserID and Password and must change the Password during the initial sign on as well as periodically (at least every 90 days).

	15A.  Supervisor 
	Date
	Signature

	
	
	

	15B.  Requestor
	Date
	Signature

	
	
	

	15C.  IT Security
	Date
	Signature

	
	     
	


	SECTION 2:

ACTION

Determine what access or access change is required.

	16.  ACTION(S) REQUIRED FOR Application SYSTEMS 

	
	 FORMCHECKBOX 

	New UserID for Computer Applications (Add an Account)

	
	 FORMCHECKBOX 

	Modify Account:  Explain. 

	
	 FORMCHECKBOX 

	Validation.  All accounts require annual validation. 

	
	 FORMCHECKBOX 

	Delete Account 


	
	
	NASA Data Owner
	Contractor Data Owner

	
	NISN Application Name
	Primary / Alt
	Signature / Date
	Primary / Alt
	Signature / Date

	17.
	RESTRICTED WEB PAGES

	 FORMCHECKBOX 

	NISN.NASA.GOV Internal Information (NISN Personnel Only)
	Elizabeth Sudderth
	
	Joe Finney / 

Tom Goard
	

	 FORMCHECKBOX 

	NISN.NASA.GOV Customer Specific Information
	Elizabeth Sudderth
	
	Joe Finney / 

Tom Goard
	

	18.
	NISN WEB APPLICATIONS

	 FORMCHECKBOX 

	NISN Service Request System (NSRS) Reporting:  Please select reporting requirement:
	Kim Wright/ Bill Caudle
	
	Joe Finney / 

Tom Goard
	

	 FORMCHECKBOX 

 FORMCHECKBOX 

 FORMCHECKBOX 

	NSRS Status
Performance Metrics (limited to internal system personnel only)

Administrative (limited to internal system personnel only)
	Kim Wright / Bill Caudle
	
	Joe Finney /

Tom Goard
	

	 FORMCHECKBOX 

	PSLA Reporting

Please specify PSLA names to which access is required.

     
     
If more space is required, please attach a list.
	Kim Wright / Bill Caudle
	
	Joe Finney /

Tom Goard
	

	 FORMCHECKBOX 

	NCI Resource Scheduler (NRS) (formerly VCRS):  See instructions for access level.  Enter Level:      
	Kathy Hatley
	
	Tammie Lindsey/ Joel Dudley 
	

	 FORMCHECKBOX 

	Customer Survey.  Indicate:   FORMCHECKBOX 
 Read Only or  FORMCHECKBOX 
 Read/Write Access.
	Elizabeth Sudderth / Chuck Duignan
	
	Joe Finney / 

Tom Goard
	

	 FORMCHECKBOX 

	FTS2001 Call Detail:  Fill in Site:       
	Beth Paschall / Doralee Searcy
	
	Mike Dauphinais
	

	 FORMCHECKBOX 

	Netperform (http://netperform.nisn.nasa.gov).  Account not required for computers in the nasa.gov domain, all others must fill in “IP Address” on page 1.
	George Cruz / Ken White
	
	Johnny Busby/ Randy Goggans
	

	 FORMCHECKBOX 

	Center Director’s Office Teleconferencing System

As a Proxy for      
	Kathy Hatley
	
	Tammie Lindsey/ Diane Hammons
	

	 FORMCHECKBOX 

	Contract Equipment Relocation System Administration (Normal access is available to all nisn.nasa.gov)
	Kathy Hatley
	
	Gary Hicks/Linda Rogers
	

	 FORMCHECKBOX 

	Help Desk access to reset password
	Kathy Hatley
	
	Shawn Harris
	

	19.
	NISN REMEDY APPLICATIONS

	 FORMCHECKBOX 

	NISN Service Request System (NSRS) – Read Only Access
	Kim Wright / Bill Caudle
	
	Joe Finney /

Tom Goard
	

	 FORMCHECKBOX 

	NISN Service Request System (NSRS) – Write Access
	Kim Wright  / Bill Caudle
	
	Joe Finney /

Tom Goard
	

	 FORMCHECKBOX 

	Project Service Level Agreement (PSLA) – Read Only
	Kim Wright / Bill Caudle
	
	Joe Finney /

Tom Goard
	

	 FORMCHECKBOX 

	Please Specify PSLA names to which access is required.

     
     
If more space is required, please attach a list.
	Kim Wright / Bill Caudle
	
	Joe Finney /

Tom Goard
	

	 FORMCHECKBOX 

	PSLA Administrative (limited to internal system personnel only)
	Kim Wright / Bill Caudle
	
	Joe Finney /

Tom Goard
	

	  FORMCHECKBOX 

	NISN Service Request (NSR) Tracking
	 Kim Wright /
	 
	Wanda Norwood
	 

	
	Read Only ___ Create Requests ___ Edit Fields ___
	 Bill Caudle
	 
	 
	 

	  FORMCHECKBOX 

	Active Circuit Directory (ACD)
	 George Cruz 
	 
	Wanda Norwood
	 

	
	Read Only ___   Add/Edit ____ 
	 
	 
	 
	 

	  FORMCHECKBOX 

	Network Management Center Change (NMCC) Request
	George Cruz
	 
	Scott Hyatt
	 

	
	Read Only ___ Create Requests ___ Edit Fields __ Edit Tables __
	
	 
	 
	 

	  FORMCHECKBOX 

	Organization Task Status (OTS) 
	 Kathy Hatley
	 
	Wanda Norwood
	 

	
	Read Only ___ Create Requests ___ Edit Fields __  Edit Tables __
	
	 
	 
	 

	  FORMCHECKBOX 

	Service Order System (SO)
	 Kathy Hatley
	 
	Wanda Norwood
	 

	
	Read Only ___ Create Service Orders ___ Edit Fields ___ 
	 
	 
	 
	 

	  FORMCHECKBOX 

	Wide Area Network (WAN) System
	Kathy Hatley
	 
	Scott Hyatt
	 

	
	Read Only ___ Create Entry ___ Edit Entry ___  
	 
	 
	 
	 

	20.  NETWORK ELEMENTS
	
	
	
	

	  FORMCHECKBOX 

	BPX/MGX Accounts 
	George Cruz
	 
	 Randy Goggans /
 Scott Hyatt
	 

	  FORMCHECKBOX 

	Cisco WAN Manager 
	George Cruz
	 
	Johnny Busby / Kathleen Gordon
	 

	  FORMCHECKBOX 

	Cisco Works2000
	George Cruz
	 
	 Johnny Busby / Kathleen Gordon
	 

	  FORMCHECKBOX 

	CiscoSecure (requires “SecurID” below)
	George Cruz
	 
	 Randy Goggans /

 Scott Hyatt
	 

	  FORMCHECKBOX 

	IDNX
	George Cruz
	 
	 Randy Goggans /

 Scott Hyatt
	 

	  FORMCHECKBOX 

	Network Node Manager (requires “Unix Account” below)
	George Cruz
	 
	Johnny Busby / Kathleen Gordon
	 

	21.  NETWORK APPLICATIONS
	
	
	
	

	  FORMCHECKBOX 

	Unix Account (requires “SecurID” below)
	George Cruz
	 
	 Jim Worley /

 Johnny Busby
	 

	  FORMCHECKBOX 

	  eHealth
	George Cruz
	 
	Johnny Busby / Kathleen Gordon
	 

	  FORMCHECKBOX 

	Panavue
	George Cruz
	 
	Johnny Busby / Kathleen Gordon
	 

	  FORMCHECKBOX 

	Mathematica (requires “Unix Account” above)
	George Cruz / Ken White
	 
	  Johnny Busby / Kathleen Gordon
	 

	
	       Server Access ___  Client Access ___
	 
	 
	 
	 

	  FORMCHECKBOX 

	Network Modeling Tool [ATM Only] (requires “Unix Account” above)
	George Cruz / Ken White
	 
	 Johnny Busby / Kathleen Gordon
	 

	  FORMCHECKBOX 

	Netcool
	George Cruz / Ken White
	 
	  Johnny Busby / Kathleen Gordon
	 

	
	     Application Account ___  Web Account  ___
	 
	 
	 
	 

	  FORMCHECKBOX 

	SecurID
	George Cruz
	 
	 Jim Worley /

 Johnny Busby
	 

	  FORMCHECKBOX 

	Network Configuration Management System (NCMS)
	George Cruz
	 
	Wanda Norwood
	 

	
	Read Only      Write Access ___ WAN Mgr Access ___
	 
	 
	 
	 

	  FORMCHECKBOX 

	nGenius Performance Manager
	George Cruz
	 
	 Johnny Busby / Kathleen Gordon
	 


INSTRUCTIONS

NOTE :  All users applying for access to any of the web pages or computer applications listed on this form must agree to comply with all Information Security Regulations.  Users who are badged through NISN and are U.S. citizens may have their approving NASA manager submit their requests through their NASA Data Owner or return to Trudy Long, 5021 Bradford Drive, Huntsville, AL 35805.

Information in Blocks 1 through 18 must be furnished for all USERID access requests.  USERID access requests received that do not furnish this information will not be processed until the requested information has been received by the Accounts Management group. 

1.
Account Type:  Check NASA Employee, Contractor, NASA/Contractor Customer, or Vendor as appropriate.

2.
Date:  Date of Submittal of Form

3.
User Name:  Enter First, Middle Initial and Last Name.  Note that the Middle Initial is required.  If it does not exist, then indicate.  NISN Standard for UserID is first five letters of the last name, first name initial, and middle initial.

4.
Existing User ID:  If the action is a DELETE or a MODIFY, then enter the existing account ID.

5.
E-Mail Address:  Existing Business E-mail address.

6.
Phone Number:  Business Phone Number, including Area code(s).

7.
IP Address:  This is required only if the Requestor is outside the NASA.GOV domain.  For NT workstations, the IP address can be found from "My Computer", "Control Panel", "Network" tab Protocols under Network, box Properties on Protocols.

8.
Employer/Company:  Enter NASA Code or Company.

9.
Location:  Enter enough information to locate: Country, State, Site, City, Building, Room and Mail Code.  

10.
Citizenship:  Check US Citizen or Foreign National as appropriate.

11.
NASA Contact Name and Phone:  This contact may be called to validate the identity of the individual.

12.
Password Phrase (to validate identity):  This Phrase will be used by the Help Desk to validate the identity of the individual.

13.
Password Phrase Hint:  This phrase can be read by the Help Desk to the individual to help them remember their Password Phrase.

14.
Justification:  The user must indicate why the access is required. Please indicate specific Project or job function that this access supports.

15A.
Requester’s Supervisor/Date/Signature

15B.
Requestor's Name/Date/Signature

16.
Action Required:  Check box as appropriate to Add an Account, Modify or Delete an account.  If "Modify", then explain what the modification is, i.e., Name Change, Location Change, added access, etc.) (VALIDATE)

17.
NISN RESTRICTED WEB PAGES


WWW.NISN.NASA.GOV Internal Information (NISN Personnel Only) includes information intended for NISN personnel only.


WWW.NISN.NASA.GOV Customer Specific Information includes information intended for NISN Customers; not intended for public access.

18.
NISN WEB APPLICATIONS



NISN Service Request System (NSRS) Reporting has several levels of access, i.e., types of reports available to users.  Use the following definition to explain the type of reports needed.


NSRS Status --> Has read access to the NSRS


Performance Metrics --> Has read access to the Performance Reports, the NSRS Ad Hoc.  Limited to System personnel.


Admin --> Has access to the Approval Screens for authorized NSRs.  Has read access to the NSRS Ad Hoc Reporting, Project Service Level Agreements (PSLA) reports, Performance (Metric) reporting, Cost and Funding Reports, Status Overdue Reports.  This level also has access to the Administrative Screens for Updates.  This access is limited to internal system personnel only.  Limited to System personnel.


PSLA Reporting --> Has read access to the Project Service Level Agreements specified and approved.  Each PSLA name must be named in order for access to be considered.  


The NASA Collaborative Infrastructure (NCI) Resource Scheduler (NRS, formerly Video Conference Request System (VCRS)) also has several levels of access to allow users different functionality.  If the following does not give enough information, please read the User Guide at the nisn.nasa.gov website or call Joel Dudley at (256) 961-9333.


LEVEL_1 --> Allows a user to read all screens and write to (add, change or delete) all records and fields that can be updated.  It is reserved for the system administrator.


LEVEL_2 --> Allows a services coordinator or room operator to read all screens and write to the video conference requests and site non-availability that they have requested.


LEVEL_3 --> Allows a user read-only access to the conference request and non-availability forms as well as the capability to modify their user password as needed.


LEVEL_4 --> Allows a user to read and print video conference schedules.  Currently reserved for nisn gateway technicians.


LEVEL_5 --> Allows a generic user to read and print video conference schedules.  Currently uses a common user id and password.


LEVEL_6 --> Allows a user read-only access to the conference request and non-availability as needed.


The Customer Survey System has two levels of access:  (Limited to Customer Service personnel only)

Read --> Others who have an interest and are authorized will be able to view the data only.

Write --> For those who require the ability to respond to the user comments, normally Customer Service Representatives.

The FTS2001 Call Detail application user must request access just to their site data or indicate “Admin” which allows access to all data.

Site --> Site limited read of FTS2001 Call Detail, i.e., JSC, SSC, MSFC, etc.

Admin --> Unlimited read of FTS2001 Call Detail.

NetPerform allows a user to view NISN Wide Area Network performance statistics, including utilization latency, and traffic characterization.

The Center Director’s Office Teleconferencing System (OTS) is specifically for Center Directors, their deputies and administrators.  A secretary may request an ID acting as a proxy for one of the above.  The secretary must fill in the person he/she is acting for.  (The special case to this is the Video Services Administrators).

The Contract Equipment Relocation System requires a logon id only for specific personnel who are associated with documenting the equipment move.  Most people may access this system to relocate equipment with no password. 

Help Desk workers who need to reset passwords are required to apply for a logon approved by the security group.  
19.
REMEDY APPLICATIONS

NISN Service Request System (NSRS)

Read Only Access --> NSR Status and activity related to NISN requirements.

Write Access --> Capability to modify NISN requirements by entering data in NSR screens.

Project Service Level Agreements (PSLA)

Read Only Access --> Reporting of NISN PSLA data for specified Institutions and Missions.  Access to specific PSLAs is granted on a need to know basis.

PSLA Admin --> Capability to modify PSLA data.  Limited to Internal System Personnel.
20.
NETWORK APPLICATIONS

BPX/MGX Accounts : For access to ATM switches & Command Line Interface (CLI) accounts.  

Cisco WAN Manager : For element management of BPX/MGX. 

Cisco Works2000 : For element management of Cisco routers and switches (web account).  

CiscoSecure : For authentication of logins to routers and switches.  

IDNX : For access to IDNX switches.  

Network Node Manager : Special account required for access to web-based GUI.  Access to X-based GUI is accessible via NIS+ account.  

21. NETWORK APPLICATIONS
UNIX Account (General Access)







eHealth : For statistical reporting on primary network devices (web account)

Panavue : For element management of N.E.T. IDNX and Promina’s (web account)

Mathematica : For data visualization of large data sets. Client software installation available upon request.

Network Modeling Tool : For ATM network modeling

Netcool : For access to aggregation point for network events

SecurID : For authentication to routers, switches and UNIX systems

Network Configuration Management System (NCMS) : Network components and diagrams (requires Oracle client, ODBC setup, Oracle acct, & NCMS app acct).  Approval through Configuration Management.

nGenius Performance Manager : For access to RMON probe data

Administratively Controlled Information
(Once completed, the information on this form is subject to Administrative Controls.)
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